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-Terrorism Objective is to inject fear and target most critical asset i.e. Human Lives
-Bombing: Man-made error or intentional causing drastic impact
-Power Outage: Addresses by UPS for short term until long term solution of generator 
starts. Also alternate power sources and redundancy is the key
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-System Resilience is ability of a system to maintain an acceptable level of service at 
occurrence of an adverse event
-Fault Tolerance is ability of system to suffer a fault but maintain its operational 
practices
-High Availability is redundancy technology that make the secondary unit operational 
immediately
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-Tier1 just few plain compute sources
-Tier 2. Can be power grid and 24 hour petrol filled generator  with UPS giving few 
minutes backup. starts to give power. Cooling units are alternate. But power cabling 
and cold air channel is the same. Same goes for data
-Tier 3 Same characteristics as Tier 2 but the entrance of cabling and channels paths 
for cooling into the facility is different. This specialized to prevent fire related 
emergencies. It gives privilege to perform maintenance on one part of the DC while 
the 2nd part continues the services
-Tier 4 is end to end redundancy from multiple systems to achieve level of fault 
tolerance. It is optimization over Tier 3 by making system sustain and tolerate fault 
but maintain its operational services.
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RAID is done in backups/ Disk management in archiving
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