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-Top Secret: Grave damage to national security upon disclosure
-Secret: Cause serious damage to national security upon disclosure
-Confidential: Might cause significant damage to national security upon disclosure
-Unclassified: Based on Freedom of Information Act (FoIA) it should be allowed to 
view for anyone
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-Confidential/Proprietary e.g the data, proprietary business knowledge
-Private PII, PHI
-Sensitive S/W, IP, functions, network LLD, HLD
-Public Social media and marketing content, Price list etc
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-Network DLP
• Scan traffic passing through
• Prevent asset leaves organization

Endpoint DLP
• Discover and Scan for assets
• Prevent file or document movement 
• Snapshot, USB, email and other control

Cloud DLP
• Multiple services on cloud related to DLP e.g exiting traffic scan
• Brand protection
• CASB
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-Pulverize means make something unusable to the purpose
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-Only database and Tokenization vault knows who actual user is. The rest is all hidden
-Pseudinmization has only one table where change is made; In tokenization multiple 
database and record is made
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-NOTE:  Well defined in various standards

-Data Owner: Business owner department head etc.
-Data Controller: Defines how to collect data and what to use it for
-Data Processor: 3rd party, CSP and vendor
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